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	Reason for change:
	It is not quite clear whether/how both CAG and network slicing can be used for access control especially when UE is in idle and inactive state.  Given the assumption that slice id is not broadcasted but CAG can be broadcasted, somehow CAG would be the only available information which can be used for access control for UE in idle and inactive state.  From one aspect, since CAG is unique among PLMN scope, it seems in most cases CAG can be used for access control even without further information about network slicing.  The only possible case to use network slicing for further access control (which may be done by entering connected state) is the case that two slices in two different PLMNs use the same S-NSSAI and the same CAG are associated with two slices.  However, it is unclear if such case is a corner case or not.  If the above mentioned case is not corner case which can be omitted, it should be made clear.  If the above mentioned case doesn’t exist, the network slicng should be removed. However, in current TS 23.501 5.30.3, the text only says “CAG may optionally be used for access control in additonal to network slicng” thus it is not clear whether/how CAG is used for access control in addition to network slicing.

	
	

	Summary of change:
	Two options are provided in this CR.  Option 1: Adding the NOTE about the case when CAG is used for access control in addition to network slcing.  Option 2: remove network slicing before it is clarified as needed.

	
	

	Consequences if not approved:
	It is unclear what the case is when CAG is used for access control in additon to network slcing.
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Start of CHANGE – Option 1
5.30.3
Public network integrated NPN

5.30.3.1
General

Public network integrated NPNs are NPNs made available via PLMNs e.g. by means of dedicated DNNs, or by one (or more) Network Slice instances allocated for the NPN. The existing network slicing functionalities apply as described in clause 5.15. When an NPN is made available via a PLMN, then the UE has a subscription for the PLMN.

NOTE:
Annex D provides additional consideration to consider when supporting Non-Public Network as a Network Slice of a PLMN.

As network slicing does not enable the possibility to prevent UEs from trying to access the network in areas which the UE is not allowed to use the Network Slice allocated for the NPN, Closed Access Groups may optionally be used in addition to network slicing to apply access control.
NOTE: As CAG is unique within the scope of PLMN thus by using CAG, UE in RRC idle and inactive state can already perform access control to avoid the access to the network which the UE is not allowed to without using slice information.  The case to use CAG in addition to network slicing to apply access control, for UE in idle and inactive state which may be done by entering connected state is when two slices in two PLMNs share the same S-NSSAI and support the same CAG.
A Closed Access Group identifies a group of subscribers who are permitted to access one or more CAG cells associated to the CAG.
 CAG is used for the Public network integrated NPNs to prevent UE(s), which are not allowed to access the NPN via the associated cell(s), from automatically selecting and accessing the associated cell(s).

The following clauses describes the functionality needed for supporting CAGs.

End of CHANGE – Option 1
Start of  CHANGE – Option 2
5.30.3
Public network integrated NPN

5.30.3.1
General

Public network integrated NPNs are NPNs made available via PLMNs e.g. by means of dedicated DNNs, or by one (or more) Network Slice instances allocated for the NPN. The existing network slicing functionalities apply as described in clause 5.15. When an NPN is made available via a PLMN, then the UE has a subscription for the PLMN.

NOTE:
Annex D provides additional consideration to consider when supporting Non-Public Network as a Network Slice of a PLMN.

As network slicing does not enable the possibility to prevent UEs from trying to access the network in areas which the UE is not allowed to use the Network Slice allocated for the NPN, Closed Access Groups may optionally be used to apply access control for idle and inactive UEs.  For connected UEs, network slicing can be used for access control which is independent of CAG.
A Closed Access Group identifies a group of subscribers who are permitted to access one or more CAG cells associated to the CAG.

End of CHANGE – Option 2
